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THE EASY-TO-USE NETWORKED RFID LOCKING SYSTEM
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CAPTOS — THE NETWORKED RFID LOCKING SYSTEM
CAPTOS —RFID

The networked electronic RFID lock is the perfect
solution for lockers in public facilities, sports and
fitness centres, public buildings, museums and
offices and more. The benefits of these networked
locking systems are particularly advantageous for
decentralised organisations.

RFID

13.56 MHz RFID

Transponders such as employee IDs, keyfobs or
wristband provide easy-to-use, intuitive opening
and closing using contactless RFID technology based
on 13.56 MHz. Captos supports the popular MIFARE
and LEGIC technologies. Captos can also be used
with your existing MIFARE or LEGIC transponders; in
this case, please take advantage of our compatibility
and range check service. Captos is available in
MIFARE and LEGIC variants.

Captos
MIFARE  LEGIC Captos
MIFARE LEGIC

Captos MIFARE LEGIC

CAPTOS

The lock can be operated in ‘shared use’ or ‘assigned

use’ mode. In “shared use” mode, an LED visible even from a distance
indicates which lockers are available and which are occupied. In addition,
Captos also provides an acoustic signal as feedback to users.

The lock does not require any batteries which significantly reduces
future maintenance costs. The option of networking using the
LEHMANN Management Software LMS allows remote configuration and
authorization changes by facility management in real time. Complex
locker installations can therefore be managed extremely efficiently.

LEHMANN LMS

CAPTOS — SECURITY FOR ALL APPLICATIONS
CAPTOS -
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CAPTOS iCharge WITH BACKLIGHTING AND USB
CAPTOS iCharge USB
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CAPTOS iCharge

USB charging function and backlighting USB-

In addition to the standard variant, the Captos iCharge also features a Captos iCharge USB
USB port for charging smartphones or tablets. The USB port is easily USB

accessible, providing users with a practical option to charge their mobile

devices.

With Captos iCharge, backlighting of the lock can be activated as an Captos iCharge

additional feature. The backlighting colour can be set individually for LEHMANN LMS
each lock in the LEHMANN Management Software LMS. The backlighting
colour can be individually adjusted for each lock. As soon as the locker
door is opened, the backlighting switches on. HPL

The lock can be fitted to different materials including wood, HPL and
metal surfaces.
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LEKMANN Management Saftware [LMS)

Lock configuration and management is carried out via the LEHMANN
Management Software LMS. The software is used for both the battery-
operated LEHMANN RFID systems and the networked Captos RFID lock.
One software for all LEHMANN RFID systems.

LMS is a powerful and intuitive software which allows centralised,
GDPR-compliant management and control of LEHMANN RFID locks.
RFID transponders can be easily and quickly added. If a transponder is
lost, it can be invalidated with just a few clicks and replaced with a new
transponder.

By using the networked Captos RFID lock, facility managers benefit from
remote allocation of authorisation and changes to configuration which
are transferred to the locks in real time. Changes to authorisation can
also be completed in remote buildings in no time at all using the LMS and
transferred to the respective locks over the LAN.

Lock usage can also be logged in LMS if required. Networked RFID lock
functions such as remote opening or access times can be controlled
in real time via the LMS. LMS is operated through the customer’s IT
infrastructure. The only requirement to activate the software is the ,LMS
Online“ licence.

As an alternative to the LMS, Captos RFID locks can also be configured
using master and programming cards, in the same way as battery-
operated RFID systems.

Note: LMS supports only MIFARE DESFire and LEGIC advant transponders. A USB desktop
reader is required for programming transponders into LMS. The LEHMANN Data
Transfer app can be used to program the RFID locks into LMS on an Android-
based, NFC-enabled smartphone. LMS must be installed at Version 2.0 or
higher in client/server mode to be able to use the described Captos functions.

E LEHMANN'
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THE BENEFITS OF NETWORKED RFID LOCK SYSTEMS

RFID
O
/

Reduced management costs

- Immediate invalidation and replacement of lost
transponders

Prevention of users occupying multiple lockers
Flexibility due to free choice of operating mode
Efficient administration of all functions

di il

il

Increased efficiency

- Allocation of lockers to specific individuals or by time
- Quick identification of which employee is using

a locker

Central administration of access rights I

Status information in real time I
- Configuration via secure LEHMANN Management -> LEHMANN LMS
Software LMS - GDPR
- GDPR-compliant data logging - LMS
= Adjustable authorisation hierarchies in LMS

L

->
->

Increased user-friendliness

- Easy to use due to simple and intuitive operation

- Contactless opening and closing

- Transponders can be used for more than one system
such as access control, time logging and lockers

- Automatic locking function for locks in assigned use
mode

il

Increased security

=
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CAPTOS — THE NETWORKED SOLUTION FOR EVERY LOCKER
CAPTOS —

Primary and secondary controllers are used for the power supply and

data transfer when running Captos locks. The primary controller acts as LA(’\iaptos LEHVMANN
the interface to the network (LAN) and thus to the customer’s server NS
where the LEHMANN Management Software LMS is installed.
Up to 24 Captos locks can be directly connected to one primary controller. 24 Captos 32
In addition to this, up to 32 secondary controllers can be connected in

24 Captos

series to a primary controller, each with up to 24 Captos locks.

Additional primary controllers can also be used depending on the size
of the project. If the locks are not configured in LMS, the controllers can
also be used just as a power supply.

LMS

o

When using Captos locks without the USB charging function, up to three USB Captos
controllers can be powered from a single network component. When

using Captos iCharge locks with USB charging function, the controllers USB Captos

are each powered by a separate network component.

LMS must be installed at Version 2.0 or higher in client/server mode to LMS 2.0 /
be able to use the networked Captos RFID lock. Captos RFID
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PRIMARY AND SECONDARY CONTROLLERS

- Primary and secondary controllers provide the power supply for Captos locks and for data
transfer between locks and the server in the customer’s network (LAN) using the

LEHMANN Management Software LMS

L

connected to each controller
Locks are connected via an RJ11 connector

Alternatively, controllers can be used as just

4 il

also suitable for wall mounting
Nominal voltage: 12 V DC
Dimensions: 226 x 48 x 104 mm
Weight: 550g

il

Captos
LEHMANN
(LAN)

24 MIFARE LEGIC

RJ11
32
LMS
(LAN)

12V DC
226 x 48 x 104 mm
550g
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The primary controller acts as the interface to the customer’s network (LAN)
24 Captos or Captos iCharge locks with MIFARE or LEGIC technology can be
Up to 32 secondary controllers can be connected in series to one primary controller

Firmware updates for the controllers are carried out over the network (LAN)
Robust housing made of anodised aluminium and plastic covers —

a power supply for the locks without LMS

LAN
LMS

Captos iCharge

Illustration /

Primary Controller

(Secondary without

LAN/USB port, without NFC function /

LAN/USB
NFC )

LAN / network / LAN /
Server with LMS database / LMS
LMS client / LMS

Primary controller /

Ethernet cable /

Power unit and network cable /

Connection cable (controller - lock) /
( - )

Locker /

RFID lock CAPTOS / CAPTOS RFID

Secondary controller /

Data cable for controlle /

P60C O 900000

Power cable for controller /
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BENEFITS / VORTEILE

13,56 MHz MIFARE / LEGIC

Operation with (existing) RFID cards or keyfobs

Assigned used or shared use operating mode

Optical and acoustic signals

Optional LED status display

Symmetrical design, can be used left-handed or right-handed
Suitable for wood, HPL and metal (assembly in metal with
additional component)

Optional ejector for contactless opening

Mains operation without batteries

Installation card: universal tool to operate the lock throughout
the supply chain up until the client takes possession of the lock
Configuration via LEHMANN Management Software LMS
Alternative configuration using master card also possible
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REQUIRED COMPONENTS /

Captos iCharge
as MIFARE or LEGIC version
MIFARE LEGIC

074

Locking pin SD type C / SD Typ C

Note:
MIFARE Classic and LEGIC prime are not supported by LMS.
MIFARE Classic and LEGIC prime have limited use with card programming

75
64

Dimensions sketch / Skizze BemaRung CAPTOS iCharge

Captos
as MIFARE or LEGIC version
MIFARE LEGIC

Futher components / weitere Komponenten:

Lightpoint 010.1 for HPL 10 to 15mm /
010.1 HPL10 15mm

Lightpoint 016.1 for wood 16 to 21mm /
016.1 16 21mm

Ejector pin A2/ A2
Cover C2 (for Metal) / C2( )

Multifunction cover C3 (Lightpoint) /
C3( )

Primary Controller PC1/ PC1
Secondary Controller SC1/ SC1
Power supply unit PS1/ PS1

Hinweis:
LmMS MIFARE Classic und LEGIC prime
MIFARE Classic und LEGIC prime

Technical details subject to modifications e all data without guarantee
Technische Anderungen vorbehalten e alle Angaben ohne Gewahr
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